
The Unofficial IVAO Network Connection Troubleshooting Guide – Chapter 4

Chapter 4 – An introduction into Internet / Networking theoretical basics:
Before I dive into the technical details of the IVAO network itself, I first need to explain some general “theoretical 
computer-to-computer-communication-principles”. This is vital ICT-knowledge you must understand first, in 
order to get the bigger picture about how the IVAO pilot-client IvAp connects to the rest of the IVAO network 
servers and what the causes could be of many IVAO network connection - and IvAp related issues.

4.1 - How do 2 (or more) computers communicate with each-other?
In order to make this happen, both computers must meet the following criteria:
- They must be electrically / wireless connect with each-other (copper cable, glass-fiber, wireless carrier wave).
- They must have a network device      (network card / wifi antenna).
- They must have agreed to speak “the same communication language” (Tcp-ip / Ipx / Decnet, NetBios,..)
- They must have hardware and software installed to: 
→ connect to (the rest of) the network infrastructure (Network card for copper, fiber-optic cables, wireless).
→ send/receive data via the network interface card (Protocol stack)
→ protect the computer from unwanted intruders (Firewall on the network interface card level).
→ control the computer's hardware itself (Operating system: Linux, MacOs, Windows, Android).
→ give the ability to connect to other computers (Applications like Internet-browsers, email, ftp).

See the image below to see the various components needed to allow computers to communicate with each-other.

1 - “Computer-to-Computer communication” over a Local Area Network (LAN).
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In order for 2 (or more) computers to communicate over the Internet, this takes a few extra ICT-components to get 
the job done. See the image below on how this bigger picture looks like:

2 - “Computer-to-Computer communication” over a Wide Area Network / Internet (WAN).

Both the local - and remote Internet Service Provider's (ISP) equipment has been added to this image:
- LAN-to-WAN/Internet routers, (the “Internet-Connection-boxes in your home)”.
- Domain Name Server (DNS) at your local I.S.P building.
- Firewall at the local – and remote I.S.P. building.
- The Internet, between your ISP and the remote ISP 
- The other computer(s) you want to connect too.

These 2 images above show you the complete picture of all pieces-of-ict-equipment between you sitting behind 
your computer and any computer anywhere on Planet Earth that is connected to/through the Internet.

For the rest of this chapters, I'm going to keep it as “technically-light as possible”, so that every reader is able 
to understand how things works in general principles. If you want to dig deeper yourself, use the Internet to find 
one of the many free online tutorials that can educated you further about “how the Internet works” in greater 
technical detail.

I'm going “to explain by good example” how this technical communication stuff works “under-the-hood” of your 
pc. These examples will help you understand how 2 (or more) computers are able to communicate with each-other.
How they can send/receive information from/to each-other over: 
- a Local Area Network (LAN) or 
- a Wide Area Network (WAN) / the Internet.
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4.1.1 - How does data get transported from one computer to another computer?
Let's illustrate this via the example below, where the PC user wants to look at the IVAO homepage.

1 - PC user starts up an Internet browser.
2 - PC user types in the link to the IVAO homepage.
“http://www.ivao.aero”

3 - Browser asks the homepage from IVAO's webserver.

3 – Request IVAO homepage from their web-server.

4 - Webserver receives request from browser.
5 - Webserver looks up the homepage on own hard-disk.
6 - Webserver sends IVAO homepage back to browser.
7 - PC user's browser displays the homepage on screen.

4 - Receiving IVAO homepage from the webserver.
Now this is the simplified – high level - story how the IVAO homepage appears on your computer screen, after 
you have typed in the URL to the IVAO's homepage into your Internet browser. Now lets dive a little deeper.

With every request your pc sends out on the network / 
the Internet, your [computer-home-address] is added 
to that request.

5 - Request IVAO homepage from their webserver.

This [computer-home-address] helps the receiving 
computer to determine to which other computer it needs
to send back the results of the incoming request.

This works just the same way as a return-address 
on a postal package and/or letter.

6 - Receiving IVAO homepage from their webserver.

Now lets dive a bit deeper into the [computer-home-address], which is also known as “IP-address”.

Page 3 of 34 Author: Ronald Vermeij (VID:145185) Version 1.0

http://www.ivao.aero/


The Unofficial IVAO Network Connection Troubleshooting Guide – Chapter 4

4.2 - What is an IP-address?
The IP-address of your computer can be compared with the house-number of your real-life house. It is a unique 
number that exists on the piece-of-network-cable that your computer is connected too electrically. 
This IP-address allows the rest of the network-equipment to send the right (request and reply) packets to your 
computers home-address, just like a real-life mail man delivers postal packages and/or letters at your house's 
doorstep.

4.2.1 - How can I find out what  my PC's IP address is?
[Start],[Run], cmd.exe<enter>
>> A black command-line window appears

Type: “ipconfig<enter>”
>> and your computer now shows you:

- It's own IP(v4)-address: 192.168.0.2
- Subnetmask                  : 255.255.255.0
- Default Gateway          : 192.168.0.1

7 - Show IP-address on Windows7 command-line.

[Start],[Config],[Network Center],
[Lan-Connection ],[Details]
shows you the same information:

- IP(V4)-address   : 192.168.0.2
- Subnetmask        : 255.255.255.0
- Default gateway : 192.168.0.1

NOTE: 
The “Default Gateway” is the Lan-to-Wan router's 
ip-address to which your pc currently is connected.

8 - IP-address in Windows7 Network Centre.

As you can see in the figures above:
- my computer's current ip-address is :192.168.0.2
- my Lan-to-Wan router ip-address is :192.168.0.1 

NOTE: The Lan-To-Wan router can also be called “The Default Gateway”

These 2 methods (in Windows 7) allow you to see the [computer-home-address] aka “IP-address”.
Armed with this knowledge, lets dive even deeper into the exchange of data between 2 computers shall we?
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4.2.2 - A computer-to-computer connection seen as conveyor-belt.
Imagine that a “connection between (2 or more) computers” can be compared with a real-life conveyor-belt. 
This conveyor-belt transports little buckets of information (called “packets”) from one computer to another 
computer and back again. Just like the buckets on a luggage transportation system that carries your suite-case 
from the airport check-in desk to the belly of right aircraft you are want to fly with that day.

The “Question for the IVAO homepage” that your 
browser has, can be seen as information that needs to 
be transported to the IVAO's webserver computer, in 
order to get processed and to get the job done.

This information (“home page request”) is then put into 
a “packet”. This packet can be compared to real-life 
bucket in which your suite-case travels over the 
airport luggage conveyor belt system to the belly 
of the aircraft.

9 – Connection as conveyor-belt between computers.

This packet is then stamped – by your own computer - 
with a label that indicates: 

- to which other computer it needs to be transported 
over the network (called “Destination-address”).

- by which “application” it needs to be processed on 
that other computer.  (called “Port”).

- the return-address of the packet-sending computer.
(called “Source-address”)

10 – (Information) Packet with a label on it.

Summary so far:
The sending computer puts its request-information into a packet.
The packet gets a label with:
- Destination Address (where must this packet be send too in the Local Area Network/Internet?)
- Port number (which application on the other computer is going to handle the content of the packet?)
- Source Address (where must the processed result be sent back too on the Local Area Network/Internet?)
The sending computer then sends the packet out on the Local Area Network/ Internet.

Now lets get back to our example and see where this “packet-principle” fits in the entire picture.
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11 - Internet Browser sends a packet with a question to the computer with the IVAO Webserver software.

12 - Internet Browser receives a packet back from the computer with the IVAO Webserver software on it.
An overview of the more detailed steps that happened in during send/receive process:
- The other computer network card receives the packet from Ronalds_PC.
- The other computer network card forwards the packet to the (TCP-IP) Protocol stack.
- The (TCP-IP) Protocol stack forwards the packet to the computers Operating System.
- The computers Operating System forwards the packet to the Webserver (software).
→ Webserver opens the packet and reads the request from the PC's browser.
→ Webserver looks up the IVAO website homepage on its local hard-disk(s).
→ Webserver puts the IVAO website homepage from the hard-disk in a new packet.
→ Webserver forwards the new packet to Operating System.
→ Operating system forwards the packet to the (TCP-IP) Protocol stack
→ The (TCP-IP) Protocol stack labels the new packet with the right return-address and port.
→ The (TCP-IP) Protocol stack uses the IVAO”s webservers computers network card to send the packet back to Ronalds_PC.

The very same steps happen in Ronalds_PC (now described in lesser detail):
- Ronalds_PC receives the new packet from the computer with IVAO webserver software on it.
- Ronalds_PC forwards (via the TCP-IP protocol stack and Operating System) to the Internet browser.
→ The Internet browser opens the new packet.
→ The Internet browser displays the packet contents (IVAO's homepage) on screen.

This was just one way to look at computer-to-computer-communication via: 
- Connection (a conveyor-belt between 2 computers that carries information back and forth)
- Packets (a bucket on the conveyor-belt in which amounts of data are transported)
- Ports. (label on the bucket to indicated which application should handle its request)
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4.2.3 - A computer-to-computer connection seen as a bundle of tubes.
Let me show you another metaphor - “Ports as Tubes” - that can help your understand this concept even better.

13 - 2 computers connected via a bunch of little coloured tubes (Ports) inside a grey big tube (Connection).
With this 2nd communications-model you can think of the:
- Grey big tube as the end-to-end connection between 2 communicating computers.
- Coloured little tubes as separated parts of the entire communication between 2 computers called “ports”.
Inside the little coloured tubes only packets can travel that have the exact same “port-number”.

This model shows that it is possible that 2 computers are able to communicate with multiple programs at the same 
time through 1 big tube, separating their information via the “Ports”. In order to understand how this works, you 
first need to know that various computer applications use their “own native ports, to send/receive data from/to 
the”local area network” / the Internet.

← This table shows the most common “port(number)s 
of commonly used applications that use a local 
network / the Internet to exchange data with each-other.

Note:
The maximum of the port-numbers is: 65535

14 -  Well known port numbers and applications.
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15 – The “bigger picture” on how ports separate different types of data inside a connection.

By sending/receiving various types of data via different “packets” that are labelled with a different “ports”, one 
single communication channel between 2 (or more) computers can be used for multiple forms of data-exchange 
parallel to each other.

Real-life examples of parallel data exchange:
- Surfing the internet, while listening to a Youtube video.
- Downloading a Bit-Torrent file while looking on IVAO's WebEye.
- Flying with FSX on the IVAO network and using Teamspeak to talk to IVAO's atc/ other pilots.

Summary so far:
We now have learned that a connection between 2 (or more) communicating computers can be seen as:
- A conveyor-belt, that transports buckets filled with information (“Packets”) from one computer to the other.
- A big tube (“Connection”) holding a bundle of little tubes,(“Ports”) to separate different types of data.
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4.3 - How do packets get transported to the applications that uses them (inside a PC / Server)?
Now lets dive deeper into the PC-side of this communication to see how “packets” and “ports” are used inside 
the PC to separate the various types of data, from network interface card up to the application level.
 

16 - PC internal packet transport between the different applications and the network card.

Here you can see - in detail - how all different packets flow through your pc:
- all packets enter/leave your pc via the network interface card.
- the packets get distributed up/downwards through the TCP - and IP Protocol layers.
- the applications listen only to their own incoming packets on certain port numbers.
- the packets contents get processed by the application that listens to that specific port.

You can see the TCP and IP protocol layers as your “pc's internal mail-man” who: 
- sorts out the incoming packets (on port-number) coming from the network interface card.
- delivers the sorted-packet to the corresponding applications.

- receives the outgoing packets from the applications.
- labels the outgoing packets with the correct port-number and destination Ip-address.
- sends the outgoing and labelled packets, via the network card, on to the Local Area Network/ Internet.
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4.3.1 - Which ports are active on my PC and which application listens a specific port?
You can see which applications listen to which port on the Windows command-line.
C:\Users\Ronald>netstat -a -b
Active Connections
  Proto  Local address           External address                   Status
  TCP    0.0.0.0:135              <computer_name>:0             LISTENING RpcSs [svchost.exe]
  TCP    0.0.0.0:12025          <computer_name>:0             LISTENING [AvastSvc.exe]
  TCP    0.0.0.0:12110          <computer_name>:0             LISTENING [AvastSvc.exe]
  TCP    0.0.0.0:12119          <computer_name>:0             LISTENING [AvastSvc.exe]
  TCP    0.0.0.0:12143          <computer_name>:0             LISTENING [AvastSvc.exe]
  TCP    0.0.0.0:12465          <computer_name>:0             LISTENING [AvastSvc.exe]
  TCP    0.0.0.0:12563          <computer_name>:0             LISTENING [AvastSvc.exe]
  TCP    0.0.0.0:12993          <computer_name>:0             LISTENING [AvastSvc.exe]
  TCP    0.0.0.0:12995          <computer_name>:0             LISTENING [AvastSvc.exe]
  TCP    0.0.0.0:27275          <computer_name>:0             LISTENING [AvastSvc.exe]
  TCP    0.0.0.0:49152          <computer_name>:0             LISTENING [wininit.exe]
  TCP    0.0.0.0:49153          <computer_name>:0             LISTENING  eventlog [svchost.exe]  
  TCP    0.0.0.0:49154          <computer_name>:0             LISTENING [lsass.exe]
  TCP    0.0.0.0:49155          <computer_name>:0             LISTENING  Schedule [svchost.exe]
  TCP    0.0.0.0:49156          <computer_name>:0             LISTENING [services.exe]
// 
  UDP    0.0.0.0:1900           *:*  [winamp.exe]
  UDP    0.0.0.0:3702           *:*  EventSystem [svchost.exe]  
  UDP    0.0.0.0:3702           *:*  EventSystem [svchost.exe]
  UDP    0.0.0.0:5355           *:*  Dnscache [svchost.exe]
  UDP    0.0.0.0:57463         *:*  EventSystem [svchost.exe]
  UDP    127.0.0.1:44301     *:*  [PnkBstrA.exe]
  UDP    127.0.0.1:48200     *:*  [NvBackend.exe]

[Start],[Run],”cmd.exe<enter>”
>> a command-line window opens.
Type “netstat.exe -a -b<enter>”

This gives you a list of (from left to right):
- Protocol type (TCP / UDP).
- Ports that are being used on your pc (0-65535).
- Application name that listens to (packets on that) port.
- Status of the application (Listening, Established).

← Some examples from this list are:
“AVAST free antivirus” application [AvastSvc.exe] 
listens to the following ports: 12025, 12110, 12119, 
12143, 12465, 12563,12993,12995.

“Winamp” [winamp.exe] audioplayer listens to port 
1900

17 - Overview of ports and listening applications.

Tip:
If you want a more easy and detailed view on your TCP / IP ports, download the free utility called:
“CurPorts V2.xx” from NirSoft over here: http://www.nirsoft.net/utils/cports.html

When you look at the figure above, you can see 2 types of protocols, called “TCP” and “UDP”.

4.4 - What is a protocol?
A protocol is a series of communication rules between 2 (or) more computers on a computer network. 
These protocol rules defines how 2 (or more) computers: 
- exchange information with each-other.
- send / receive packets over the network.
- confirm the delivery of each-others packets.
- react on each-others incoming packets.

Now that we have seen how 1 computer can transport data to another computer, we take a closer look at 2 different
types of connection (aka “packet-delivery mechanisms”) called:
- UDP - User Datagram Protocol
- TCP/IP - Transmission Control Protocol / Internet Protocol

In the following section I will only discuss the essential differences between UDP and TCP/IP. I will not go 
in-depth, but will explain enough to help you understand the essential (dis)advantages of both protocols.
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4.4.1 - How does the User Datagram Protocol (UDP) work?

18 - In a UDP connection, packets are only send and never confirmed by the receiving computer.

An “UDP connection” acts like sending a real-life postcard to any person in the world.
There is no way of knowing whether this postcard: 
- has arrived with the right person at the right address.
- how long it took to deliver the postcard there.
- if the postcard was received undamaged.

But is it very fast way of transporting data over a local network / The Internet.
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4.4.2 - How does the Transmission Control Protocol / Internet Protocol (TCP-IP) protocol work?

19 - In a TCP/IP connection, every packet that is being send, is being confirmed by the receiving computer.

A “TCP connection” acts like sending a real-life package with parcel delivery service (like DHL, FedEx, UPS)
At any time you – as the sender of the packet – can: 
- find out if your packet has been delivered at the right place with the right person.
- how long it took for the parcel delivery service to bring it there.
- if your packet was delivered in good order (or not).

TCP/IP is a slower, but more secure / fool-proof way of transporting data over a network / The Internet.

Note: 
I will not go any further into details about the inner workings of the TCP/IP - and UDP protocol, since this level of
functional knowledge is enough to continue to understand how 2 computers can send/receive data over a network.
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4.5 - What is a Firewall?
A firewall is a piece of dedicated hardware or a software application that:
- filters network traffic going in/out of your computers network interface card.
- can prevent applications to access functionalities of other applications.

Firewalls come in 2 types and 3 major flavours:
- Type 1 Hardware firewall, a dedicated piece of ICT equipment, a separate box. 
- Type 2 Software firewall, a dedicated software program installed on your computer.

- Flavour 1 Network Level Firewalls, that filter out unwanted network traffic connections and packets.
- Flavour 2 Application Level Firewalls, that prevent applications from access to other applications\network.
- Flavour 3 Content filtering firewalls, that inspect the content of the packets. (not explained in this guide).

We will briefly look at the various types of firewalls so you can learn how they do their job, protecting your 
computer/network from unwanted access.

4.5.1 - Hardware Network Level Firewall
A hardware Network-Level-Firewall is a dedicated 
computer system, box, apparatus designed to filter 
network / internet traffic packets at (very) high speeds.

← Example of hardware firewalls are:
- Juniper SRX100 series
- Cisco “Pix” series

20 - Examples of hardware network firewalls.

4.5.2 - Software Network Traffic Firewall
A software network-level-firewall is a dedicated 
computer program, that monitors and filters all 
incoming/ outgoing packets on your pc network card.

Examples of this software firewalls are:
- Build-in Windows (™) firewall
- Comodo firewall
- Zone Alarm firewall

21 - Examples of (free) software network firewalls.
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4.5.3 - How does a Network Level Firewall work (functionally)?
Basically the functionality of any type-of-firewall can be compared with the big muscular bouncer at the doorstep 
of your local club/pub. The bouncer determines who is allowed access into the club, based on the guest-list: 
- If someone's name is on the guest-list, then they are allowed to enter the club. 
- If someone's name is not on the guest-list, then they are not allowed to enter the club, and have to stay outside.

22 - Network Level Firewall - functional overview (connections, ports, packets, firewall-agent, access-list).

Here is how a Network Level Firewall works in more detail:
- A packet arrives at (any side of) the firewall.
- The firewall agent inspects the arrived packet for: 
→ Source address (“from”)
→ Destination address (“to”) 
→ Port number
- The firewall agent checks the packet-data (from / to / port) against the firewall traffic access list. (the guest-list)
- The firewall agent determines if the packet is allowed to pass the firewall (yes/no)?
→ If Yes, the firewall agent allows the arrived packet to travel through the firewall.
→ If No, the firewall agent deletes the arrived packet at that side of the firewall.

This is how a network level firewall filters the network traffic packets coming into / going out of your pc.
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4.5.4 - How does an Application Level Firewall work (functionally)?

23 - Application Level Firewall - functional overview (applications, memory_space locks, permission-list,)

An application level firewall is a software program that completely controls an applications behaviour. 
The application level firewall determines:
- How an application can be started (by which other programs and/or the PC's operating system itself).
- Which Windows Registry information an application can open, read, modify, write and delete.
- Which folders and files an application can open, read, modify, write and delete.
- Which local area network/Internet IP-addresses and Ports are allowed to be used by an application.
- What an application can do toward these IP-Addresses: send, receive, both or nothing.
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In its essence, an Application Level Firewall it turns your computer('s working memory) into a “digital jail-house”.
- All applications are locked away in their own separate prison cells (assigned memory space).
- No application can read, modify, write or delete data on the computer without permission from the prison-guard.
- No application can communicate with other application without strict permission and communication rules.

This is how a computer memory looks like, after an application level firewall software has been installed on it.

24 - Application Level Firewall – “Jail-house” concept.

The Application Permissions List rules are determined during the installation of the application level firewall by a 
highly skilled computer systems-administrator. He can determine what and where applications are allowed to do 
and what not. This is how a systems-administrator can prevent applications from gaining (illegal/unwanted) access
to computer resources (memory, files, folders, registry, network connections, peripheral devices).
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4.6 - How do 2 computer exchange data over the Internet (in more detail)?

25 - 2 computers connected to a Wide Area Network (WAN) / the Internet.
Here you can see the complete digital landscape and all ICT equipment that plays a vital role into allowing 2 (or 
more) computers to communicate with each-other over the Internet.

As you can see I have added:
- LAN-to-WAN routers with build-in network level firewalls
- Both Internet Service Providers with their own:
→ Domain Name Servers (DNS)
→ Internet Firewalls

Note!
All these (extra) equipment needs to be configured correctly, before the 2 computers can exchange any 
form of information with each-other over the Internet. 

If 1 is not configured right, the entire computer-to-computer-connection will fail to function properly!
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4.7 - What is a LAN-to-WAN Router?

26 - The inside of a LAN-to-WAN router.

A router in a computer-network can be compared with the mail sorting department at a post-office:
- Packets are send to the router by other computers connected to it,
- The incoming packets gets inspected by the mail-sorter for their destination address,
- The mail-sorter reads the destination address of the packet from the router table,
- The mail-sorter looks up in the router table to with LAN/WAN connection that address in connected,
- The mail-sorter then forwards the packet to the correct LAN or WAN exit connection.

This is how a router sorts and forwards incoming packets to the corresponding (Lan/Wan) connection.
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4.7.1 - LAN-to-LAN routing of a packet.

19 - PC1 sends packet to PC2 over the Local Area Network (LAN).

Local Area Network (LAN-to-LAN) traffic is handled by the router like this:
- PC1 want to send a packet to PC2, but does not know how to do this.
- So instead PC1 sends the packet to the router. (the default gateway)
- Packet arrives inside the router via LAN connection 1.
- Router inspects the destination address (PC2) of the packet.
- Router looks up in the Routing Table: 
→ If PC2 is connected to the router (or not).

If yes then the router looks up: 
→ to which connection PC2 is connected to the router.

- Router forwards the packet to LAN connection 2 to transport the packet to PC2.
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4.7.2 - LAN to WAN / Internet routing of a packet.

20 - PC2 sends packet to IVAO's webserver computer over the Wide Area Network (WAN)/Internet.

Wide Area Network (LAN-to-WAN \ Internet) traffic is handled by the router like this:
- PC2 want to send a packet to the IVAO web-server computer, but does not know how to do this.
- So instead PC2 sends the packet to the router (the default gateway)
- Packet arrives inside the router via LAN connection 2.
- Router inspects the destination address (IVAO_Webserver) of the incoming packet.
- Router looks up in the Routing Table: 
→ If the IVAO-Webservers computer is connected to the router (or not).

If yes then the router looks up:
→ to which connection the IVAO Web-server computer is connected.

- Router forwards the packet to WAN to transport the packet the Inter Service Provider ('s routers).

Further up in the rest of the connection-over-the-Internet the same thing happens over and over again, until the 
packet reaches its destination address, the IVAO Web-server computer.

NOTE: 
This routing works exactly the same for all incoming packets that arrive via the WAN connection.
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4.8 - What is a Domain Name Server (DNS)?

21 - Domain Name Server (database table, records with domain names and ip-addresses).

A Domain Name Server is a big and very fast computer system with a large database installed on it.
This database contains a table that holds many records with [Domain-name ↔ IP Address] pairs.
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4.8.1 - How does a Domain Name Server work (functionally)?
The DNS replies incoming requests from other computers for “Domain Name-to-IP-Address” translations.

22 - PC sends DNS-request for the IP-Address of the domain “www.ivao.aero” to the DNS.
>> The DNS looks for a matching DNS-record in its database with the domain-name “www.ivao.aero” on it.

23 - DNS reads the IP-Address to the domain-name “www.ivao.aero” from the matched DNS-record.
>> The DNS replies the IP-Address of “www.ivao.aero” back to the requesting PC.

NOTE:
Here does the in-depth part on how all separate parts of ICT-equipment work end.

I will now put all the previous pieces of this “computer-to-computer-communication-puzzle” together.
I will show you visually – through our initial example – what happens in even greater detail.

Are you ready do dive even deeper under-the-hood of The Internet? Here we go!
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4.9 – A visual overview of all steps needed to show the IVAO's homepage on my computer.
CHECKLIST:
Before you are able to start the browser check this first:

Operating System:(OS)
If the short-cut to the browser application works correct.

Application Level Firewall:
- Is the browser allowed to create outgoing DNS 
request connections to the Internet?

- Is the browser allowed to receive incoming DNS 
replies connections from the Internet?

The browser application is now loaded into the PC's 
memory and locked down. The browser's behaviour 
closely guarded by the Application Level Firewall.

24 - Step 1 – Start the Internet browser application.

CHECKLIST:
After you start the browser check this first:

Browser application:
- Check the URL for typographical-errors.

Browser now wants to know where it can find the 
desired IVAO Web-server computer on the Internet.

Browser sends a DNS request to the ISP's DNS server 
to get the IP-Address of the IVAO web-server computer.

25 - Step 2 – User enters the URL of the website.
Step 3 – Browser sends DNS request to DNS server.
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26 - Step 4 – Allow the outgoing DNS request to pass through the Network Level Firewall.

CHECKLIST:
Network Level Firewall:
- Check if your Network Level Firewall allows to make outgoing connections for DNS request on (port 53).

The Network Level Firewall now allows the DNS request to be send to the PC's network card.

CHECKLIST:
PC:
- Make sure your pc is connect to the router.

ROUTER:
- Make sure your router is turned on and works fine.

The PC's network card sends the DNS request to the 
LAN-to-WAN router.

27 - Step 5 - DNS request sent to the router.
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CHECKLIST:

ROUTER:
- Check if your router forwards “DNS requests” 
(port 53) to the WAN / Internet connection. 

(if you have a build-in firewall in your router):
- Check if your routers build-in firewall allows to make 
outgoing connections for DNS requests on (port 53)too.

28 - Step 6 – Router forwards DNS request to I.S.P.

CHECKLIST:

PC / ROUTER:
- Check that your Internet Service Provider's 
DNS Server is up and running.

Router to Internet connection:
- Make sure you have a working signal on your I.S.P. 
Internet connection cable.

29 - Step 7 – DNS request sent to DNS at I.S.P.
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CHECKLIST:

(if you have a build-in firewall in your router):
- Check if your routers build-in firewall allows to 
receive incoming connections for DNS replies
on (port 53).

30 - Step 8 – DNS sends reply back to the router.

CHECKLIST:

ROUTER:
- Check if your router forwards “DNS replies” 
(port 53) to the LAN connection. 

(if you have a build-in firewall in your router):
- Check if your routers build-in firewall allows to 
receive incoming connections for “DNS replies” 
on (port 53) too.

31 - Step 9 – Router forwards the DNS reply to PC.
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32 - Step 10 – DNS reply received by network card

33 - Step 11 - Allow incoming DNS replies to pass through the Network Level Firewall.

CHECKLIST:
Network Level Firewall:
- Check if your Network Level Firewall allows to receive incoming connections for DNS replies on (port 53).

The Network Layer Firewall now allows the DNS reply to be send to the browser.
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The browser now knows what the IP-address is of 
IVAO's Webserver computer, that was hidden behind 
the domain name “www.ivao.aero”

34 - Step 12 – DNS reply received by the browser.

This concludes part 1 of this operation:
- The browser used a DNS request to get the IP-address of the IVAO's  Webserver computer at“www.ivao.aero”
- The browser will now sends a HTTP request to the IP-address of IVAO's  Webserver computer to get the contents
of current homepage from the IVAO website.

Let's see how that works in the following section of this tutorial.
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CHECKLIST:

Application Level Firewall:
- Is the browser allowed to create outgoing HTTP 
connections to the Internet?

- Is the browser allowed to receive incoming HTTP 
connections from the Internet?

35 - Step 13 – HTTP request send to web-server.

36 - Step 14 - Allow outgoing HTTP request to pass through the Network Level Firewall.

CHECKLIST:
Network Level Firewall:
- Check if your Network Level Firewall allows to create outgoing connections for HTTP requests (port 80).

The Network Layer Firewall now allows the HTTP request to be send to the pc's network card.
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37 - Step 15 – HTTP request sent to router.

CHECKLIST:

ROUTER:
- Check if your router forwards (port 80) “HTTP 
requests” to the WAN / Internet connection (your 
Internet Service Provider).

(if you have a build-in firewall in your router):
- Check if your routers build-in firewall allows to make 
outgoing connections for HTTP request (port 80) too.

38 - Step 16 – Router forwards HTTP request to ISP
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39 - Step 17 – Router sends HTTP request (through the Internet) to IVAO's Webserver computer.

CHECKLIST:
ISP
- Check if your local ISP allows outgoing HTTP requests (port 80) over their Internet connection.
- Check if the remote ISP allows incoming HTTP requests (port 80) over their Internet connection.

40 - Step 18 – IVAO's Webserver computer sends HTTP reply back to the router.

CHECKLIST:
ISP
- Check if your local ISP allows incoming HTTP replies (port 80) over their Internet connection.
- Check if the remote ISP allows outgoing HTTP replies (port 80) over their Internet connection.
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CHECKLIST:

(if you have a build-in firewall in your router):
- Check if your routers build-in firewall allows to 
receive incoming connections for HTTP replies 
(port 80) too.

41 - Step 19 – Router forwards HTTP reply to PC.

42 - Step 20 - HTTP reply received by network card.
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43 - Step 21 - Allow incoming HTTP replies to pass through the Network Level Firewall.

CHECKLIST:
Network Level Firewall:
- Check if your Network Level Firewall allows to receive incoming connections for HTTP replies (port 80).

The Network Layer Firewall now allows the incoming HTTP reply to be send to the browser.

The HTTP reply has been received, containing the 
contents of IVAO Webserver homepage.

The browser is now able to show you the contents of the
latest IVAO homepage on your computer / laptop / 
tablet and/or smart-phone screen.

I guess you did not know that al this was going on 
under-the-hood on your computer right ;-)

44 - Step 22 - HTTP reply received by the browser.
>> Step 23 – IVAO's homepage displayed in browser.
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This (part 2) concludes the “under-the-hood-of-the-Internet” journey, to explain and visualize what is needed to 
enable 2 (or more) computers to exchange information over the Internet. 

This theoretical basics is very necessary before we can explore the current IVAO network infrastructure.

NOTE:
The knowledge inside this chapter can also be applied on any other Internet based services, servers and game-
types and/or serious business applications.

REMARKS:
- Almost every Windows(™) PC, Laptop, Tablet comes with pre-installed TCP-IP protocol on it.
- Most Internet Service Providers sell “Lan-to-Wan routers” (ISP boxes) that have automatic learning abilities. 
These devices are a kind of “Plug-and-Play boxes”. You simply connect them with the correct cables to your 
computer, power them up and they work (90% of the time) without any extra configuration needed.

- The build-in Windows Firewall - by default - allows EVERYTHING to connect to the Internet from your pc!
- The standard Windows Firewall can be configured to allow INCOMING connections the way you like.
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